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oS SIS Virus & threat protection a5 69, « LS (g0 5-Y

S8 SIS Manage settings 435 ¢4, Virus & threat protection settings ;-

Windows Security o m} Pad
é . .
O Virus & threat protection
Protection for your device against threats. Windows Community videos
it  Home Learn more about Virus & threat
protection
| J  Virus & threat protection @ Current threats
R Account protection o surrem thieat ) Do you have a question?
Last scam: 2020-11-26 11:49 AM (quick scan) -
et
@) Firewall & network protection 0 threats found. “p
Scan lasted 2 minutes 26 seconds
B App & browser control 19186 files scanned.
Who's protecting me?
B Device security Quick scan Manage providers
% Device performance & health Scan options
dh  Family options Allowed threats Helpamprove WindGws Security
Give us feedback
Protection history
. . . Change your privacy settings
% Virus & threat protection settings ) _ _
] View and change privacy settings
No action needed. for your Windows 10 device.
ey senes
ey

Settings Privacy dashboard
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Windows Security
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Home

Virus & threat protection

Account protection

Firewall & network protection

App & browser control

Device security

Device performance & health

Family options

Settings

Ao 1,8 Off cll> 4o 1, Real-time protection « Ly o s olds-f

= O ped

View and update the virus & threat protection settings Get help

for Windows Defender Antivirus.

Help improve Windows Security

Real-time protection Give us feedback
Locates and stops malware from installing or running
on your device. You can turn off this setting for a short Phange your pracy sctbings
time before it turns back on automatically.

View and change privacy settings
€ Real-time protection is off, leaving your device for your Windows 10 device.

vulnerable. : :
Privacy settings

Privacy dashboard
@D off
Privacy Statement

Cloud-delivered protection

Provides increased and faster protection with access
to the latest protection data in the cloud. Works best
with Automatic sample submission turned on.

@ o

Automatic sample submission

Send sample files to Microsoft to help protect you and
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Windows Security

{0 Home
| O Virus & threat protection
2 Account protection
) Firewall & network protection
B App & browser control
B Device security
@  Device performance & health
gk

Family options

i:§3 Settings

Automatic sample submission

Send sample files to Microsoft to help protect you and others
from potential threats. We'll prompt you if the file we need is
likely to contain personal information.

@ o

Submit a sample manually

Tamper Protection
Prevents others from tampering with important security features.

A Tamper protection is off. Your device may be Dismiss
vulnerable.

@ o

Learn more

Controlled folder access

Protect files, folders, and memory areas on your device from
unauthorized changes by unfriendly applications.

Manage Controlled folder access

Exclusions

Microsoft Defender Antivirus won't scan items that you've
excluded. Fxcluded items could contain threats that make vour
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Windows Security

@ Home
| O Virus & threat protection
R Account protection
) Firewall & network protection
E3  App & browser control
8 Device security
®  Device performance & health
i3

Family options

@ Settings

Wy oo Group Policy ol a4 cogs wys S Jd,ue |, Tamper Protection < Ll asi! 5l aa-Y
S Ll 1y T g 00,5 5l 1gpedit.mse e JLad |, Win+r oS 5 auSs-Y

Microsoft aig g dgp p) mes 4,5 5L 1, Local Group Policy Editor asl, asol 5l an-f

EnterpriseComputer Configuration > Administrative Templates > Windows

Automatic sample submission

Send sample files to Microsoft to help protect you and others
from potential threats. We'll prompt you if the file we need is
likely to contain personal information.

@ on

Submit a sample manually

Tamper Protection
Prevents others from tampering with important security features.

A Tamper protection is off. Your device may be Dismiss
vulnerable.

@D off

Learn more

Controlled folder access

Protect files, folders, and memory areas on your device from
unauthorized changes by unfriendly applications.

Manage Controlled folder access

Exclusions

Microsoft Defender Antivirus won't scan items that you've
excluded. Fxcluded items could contain threats that make vour

X

.35 5L 1,Defender Antivirus

Components > Microsoft Defender Antivirus
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Maintenance Scheduler
Maps

MDM

Messaging

Microsoft account
Microsoft Defender Antivirus

] Client Interface

| Device Control

Exclusions

MAPS

Microsoft Defender Exploit Gua
MpEngine

~| Network Inspection System
Quarantine

Real-time Protection
Remediation

Reporting

Scan

| Security Intelligence Updates
| Threats

Microsoft Defender Application Gu
Microsoft Defender Exploit Guard
Microsoft Edge

Microsoft Secondary Authenticatio
Microsoft User Experience Virtualize
NetMeeting

News and interests

OneDrive

Online Assistance

OOBE

Portable Operating System
Presentation Settings
Push To Install

Remote Desktop Services
RSS Feeds

Search

Setting

" Client Interface

| Device Control

| Exclusions

I MAPS

| Microsoft Defender Exploit Guard
"I MpEngine

| Network Inspection System
| Quarantine

"I Real-time Protection

") Remediation

I Reporting

I Scan

| Security Intelligence Updates
I Threats

Allow antimalware service to startup with normal

Tum off Microsoft Defender Antivirus

Configure local administrator merge behavior for lists

Turn off routine remediation

Randomize scheduled task times

Configure detection for potentially unwanted applications
|iz] Allow antimalware service to remain running always

State

priori Not configured

Not configured
Not configured
Not configured
Control whether or not exclusions are visible to Local Admins. Not configured
Define addresses to bypass proxy server
Define proxy auto-config (.pac) for connecting to the netwo... Not configured
Define proxy server for connecting to the network

Not configured

Not configured
Not configured
Not configured
Not configured

Comment

Extended )\\_Standard_
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Maintenance Scheduler
Maps

MDM

Messaging

Microsoft account

| Microsoft Defender Antivirus

| Client Interface
| Device Control
| Exclusions
| MAPS
1 Microsoft Defender Exploit Gua
~| MpEngine
Network Inspection System
Quarantine
Real-time Protection
| Remediation
| Reporting
1 Scan

“| Security Intelligence Updates

| Threats

| Microsoft Defender Application Gu
1 Microsoft Defender Exploit Guard
| Microsoft Edge

~| Microsoft Secondary Authenticatio

| Microsoft User Experience Virtualiz
| NetMeeting

News and interests

~| OneDrive

Online Assistance
OOBE
Portable Operating System

~| Presentation Settings
| Push To Install

| Remote Desktop Services
1 RSS Feeds

Search

Setting

| Client Interface
| Device Control
| Exclusions

1 MAPS

| Microsoft Defender_

1 MpEngine
I Network Inspection
_| Quarantine

| Real-time Protectiol
~| Remediation

_| Reporting

I Scan

1 Security Intelli
" Threats
|iz] Allow antimalware
[ Turn off Microsoft
i=) Configure local adr|
Turn off routine ren
iz| Control whether or|

efine addresses to|
Define proxy auto-
Define proxy server|
Randomize schedul
1iz] Configure detectiof
|iz] Allow antimalware

23 Turn off Microsof

nder Antivirus

E Turn off Microsoft Defender Antivirus

Previous Setting Next Setting

O Not Configured Comment:

O Disabled

Supported on: [ At |east Windows Vista

Options: Help:

This policy setting turns off Microsoft Defender Antivirus.

If you enable this policy setting, Microsoft Defender Antivirus
does not run, and will not scan computers for malware or other
potentially unwanted software.

If you disable this policy setting, Microsoft Defender Antivirus
will run regardless of any other installed antivirus product.

If you do not configure this policy setting, Windows will
internally manage Microsoft Defender Antivirus. If you install
another antivirus program, Windows automatically disables
Microsoft Defender Antivirus. Otherwise, Microsoft Defender
Antivirus will scan your computers for malware and other
potentially unwanted software.

Enabling or disabling this policy may lead to unexpected or
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policy setting unconfigured.

ded that you leave this

Cancel Apply

11 cattinalcl

\ gxtended )\Sta}ndardrl

gl Jad e edls &y50 4 Microsoft Defender  ug,g o516 oS & liwl 5, 1) 955 piiacms 31 0=

Sl 45k cnl g 0 (b |y Jole et CandlS ad Bpate joding (egng 551 ol 5355 Jlebyt Sl lan S
.08 okl |, Not Configured 435« Enabledas ¥

gt ol Lo o105 oo 43 s Sy 2o 55 6 S pianT g ot 31

AYF-OFAYIF

29 G ey

.

e




